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VIA ELECTRONIC COMMENT FILING SYSTEM (ECFS)

Received & lnspected

},1AR 0 5 2018

FCC Mailroom

Ms. Marlene H. Dortch
Office of the Secretary

Federal Communications Commission
445 72th Street, SW

Suite TW-A325
Washington, DC20554

u,liitifi] riffi ilrify enifihlAt

RE: EB Docket No. 06-36 - CPNI Certification Filing for
Triplet Mountain Communications, Inc.

Dear Ms. Dortch:

On behalf of Triplet Mountain Communications, Inc. (499 Filer ID No. 831346),
annual CPNI certification and accompanying statement covering 2017 which is

Commission Rule 64.2009(e).

Should you have any questions or need further assistance, please contact me

dion@alexicon.net .

Sincerely,

Dion Nero
Authorized Representative of
San Carlos Apache Telecommunications Utility, Inc.

DN/rs

Attachment

cc: Ms. Shirley Ortiz, Triplet Mountain Communications, Inc.

please find the attached

being filed pursuant to

at (918) 376-9901 or

0



Annual4T C.F,R. S 64.2009(e) CPNI Certification

F.B Docket 06-36

Annual 64.2009(e) CPNI Certification for 201 8 covering the prior calendar year 2017

Date: February 28,20 18

Name of company covered by this certification: Triplet Mountain
Cornmunications" Inc.

3. Form 499 Fi le r ID: 831346

4. Name of signatory: Shirley Ortiz

5. Title of signatory: CEo/GeneralManager

l, Shirley Ortiz, certify that I am an officer of the company named above and acting
as an agent of the company,that I have personal knowledge that the company has establi*red
operating procedures that are adequate to ensure compliance withthe Commission's CPNI
rules. See 47 C.F.R. $ 64.2001 e/seq.

Attached to this certification is an accompanying statement explaining how the
company's procedures ensure that the company is in compliance with the requirements set
forth in section 64.200 | et seq. of the Commissbrt' s rules.

The company has not taken any actions (proceedings instituted or petitions filed by
a company at either state commisions" the courl system, or at the Commission against data
brokers) against data brokers in the past year.

The company has not received any customer complaints in the past year
concerning the unauthorized release of CPNI.

The company represents and warrants that the above certification is consistent
with 47 C.F.R. $ l. lTwhich requires truthful and accurate statements tothe Commission.
The company also acknowledges that false statement and misrepresentations to the
Commission arepunishable underTitle l8ofthe U.S. Codeand may subject itto
enforcement action.

Attachment: Accompanying Staternent explaining CPNI procedures

1.

2.



Triplet Mountain Communications, Inc"

CPNI Certification covering 2017

AC]COMI}ANYTNG STATEMEI\T

This statement explains hilw Triplet Mountain Clommunications, lnc.'s ("the
Company") procedures ensure compliance with the F'CC rules on CPNI and FCC
requirements for the saf-eguarding of such customer information.

The Company has chosen to prohibit lhe use or disclosure of CPNI for
marketing purposes. i{'CPNI is tcl be used f'ur its sales and marketing campaigns in the
luture, the required notice and opt-out approval process will be conducted as required.
and safeguards r,vill be implemented in accorclance with 47 il"lt"}t" $64.2009.

The Company has a written CPNI Policy that explains, among other things.
what CI'}NI is when it rnay be used withclut customer approval. and when customer
approval is required prior to CI'NI being used, disclosed or accessed f,or marketing
purposes.

'Ihe Company has assigned a Director lbr C{)N{ Compliance to serve as the
central point o1'ccrntaot regarding the Company's CPNI responsibilities and questions
related to CPNI Policy. '['he Direetor fhr CPNI Cornpliance has responsibilities
including, but not limited to. supervising the training of all Cornpany employees with
aecess to CPNJ. investigating complaints of unauthorired release of CPNI, and
reporting any breachcs to thc appropriate law enforcement agencies. The Director for
CPNI Compliance also has the responsibility to maintain CPI'i{ records in accordance
with FCC rules, including records of any discovered lrreaches. notifications of
breaches to law enforcernent. and law enfirrcel^lrsnt$'responses to the notifications for
a period of'at least two years"

T'he Company has internal procedurcs in placc to cducate its employees about
CPNI and the disclosure of CIINL [jmployees with access to this information have
been trained as to when they are and are not authorized to use {lPNI" Any employee
that uses. discloses. or permits access to CIPNI in violation of F'ederal regulations is
subject to disciplinary action, and possible termination. as described in the Company's
CPNI Policy manual.

1'he Cornpany requires express opt-in consent from a customer prior to the
release ol'(lilNlto a joint venture partner or independent contractor fbr marketing
purposes. ["{oweven, **r"r"untlv the Company does not disclose CPNI to any third party
lhr marketing purposes.

Appr"oprilile s:i{bgr.r;rrds on the disclosure of O}}Ni} have been implemented in
accordance rvit"h (l.Ir.t{. $64.2010. l}r'ior to the clisclosure of C)PNl, customers
initiating cillls to or visiting the ilon:pran;,,'s ollices are properly l:rlhenticalc'.l.
Pasri".,*;"r.ir and password lracli-up ax{]r*nlication procedures for lost or ti;rg*trten



'I'riplet Mountain Colnrnunicitl.ions, I nc.

CPNI Certification covering 2017

passwords have been implcmented in accordancc with $64.2010(e)" For a nev/

customer. tLre ComJ:any recluests that the ouston"ler establish a. passwor<.l at the time of
service initiation. Iror exis{ing custor-ners to establish a password, the Company must

first authentioate thc custolner without thr: usc of readily availalrle biographical
informaticln or account inforrrration. Prior to eslablishing a password, the Cornpany

shall authenticate tlre customer hy calling lhe customer track at their lelephone number

of record or rcviewing a vnlid" photr: ID that matches the name of the account if the

customer is in the retail of{loc.

Call detail in{brmation is only discloseil over the telephone, based on customer-
initiated telephone contact. if the custorner finst provides a passwor<l that is not prompted
by the carrier asking firr reaclitry availa{:le biographical infbrmatiott, or Account
infbrrnation. trf the customer dr:es not prr:rvide a passrvord, crill detail infonmation is only
providecl by sending it to the cu$torner's address of record or by calling the customer at

their telephone numtrcr of record. l{'thc customer is able to provide call detail
infcrrmation to the Cornpany cluring a oustomer-initiated oall without the Company's
assistance, thsn thc Ccimpiin.v is permitteclto ciiscuss the call detail inlormation provided
by the customer to at1dress the customer service issue. Frior to the Company disclosing
CPNI to a customer visiting any ol'its retail ofTeces in pcrson, the customer must present a

valid photo lD malching the custolner's account intr'ormation"

Currently custonicrs do not have online acccss to the ir acoounts. lf that
changes in the future, online aocess rcl CPNI will be provided to customers in

cornpliance with $54"20 I 0(d).

'fhe Company has irnpler-nentecl proceriures to notify custolners immediately
whenever a passworcl, customcr respollse: tr: a back-up means of authentication for
losl or {brgotten passworcls, or address of record is created or changed.

In the event ol'a C{'NJ breach, tht: Company ccimplics witli the F'CC's rules
regarcling notice tcl law enlorcement (i.e.. United States Secret Servioe and the

F-ederal Llureau of lnvestigatir:u) and custorncrs. ftecords nf an3, CIINI breach and

ncltiflcation to law enforeement, as rvell as law enfurcement's responses, are

maintained or a period olat least two years.


